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| **Report –**  In my first session today I have studied about - Career and industry landscape Kind of Scope with Cyber Security does have in India? India has turned into a hotbed for Cyber Security experts. According to a recent study by Indeed.com, the scope of Cyber Security has turned more competitive in India. There are more job post clicks in India as compared to the US and UK. As per the industry stats, most hiring is happening for the below roles.   * Network Security Engineer * Cyber Security Analyst * Security Architect * Cyber Security Manager * Chief Information Security Officer   Over the last a couple of years, the average [salary of a Cyber Security professional](https://www.digitalvidya.com/blog/cyber-security-salary/) has been performing 9% better than any other IT professionals. The freshers are able to get good packages starting from 7 lacs and the experienced resources are in more demand drawing salaries in the range of 20-24 lacs.  Thus the scope of Cyber Security in India is better than ever. Here is a video that explains why the need is the most now:  Every geography has a different kind of skillset requirement. In India, most of the Cyber Security job post is looking for resources proficient in:   * Python * Virtualization Network Services and Security * Linux * Cryptography, * Android * IoT * Windows Server   Scope of Cyber Security in India  Scope of Cyber Security in India Source – Quora Explaining the Top 5 Cyber Security Job Profiles in India It is evident that there is a shortage of Cyber Security professionals in the market but the scope of Cyber Security jobs in India is growing. Eventually, we expect more millennials understand that the industry is witnessing explosive growth. Here are the profiles that are in much demand in India: 1. Network Security Engineer This happens to be a very critical role and almost every company of any scale has a network security engineer or specialist. His job is to implement the ideal security system in the network as per the requirement. He ensures that:  1) The security systems are maintained  2) Vulnerabilities are identified in time  3) Automation is improved without sacrificing the security  4) The firewalls, switches, and routers are maintained to prevent security breaches. Salary The scope of Cyber Security jobs in India of this profile is pretty high. The average salary of a network security engineer is in the range of 6 lac and go maximum up to 8 lacs. 2. Cyber Security Analyst As the name suggests he a network analyst who ensures all the security parameters of a network are intact at any given point in time. He analyses the security requirements of a new network or a network that requires an upgrade. And then he plans, implements and upgrades the security aspects.  He and his team are required to continuously monitor the network access, perform edits and identify the system vulnerabilities. He analyses the risk, does security assessments and effectively manages the network. Additionally, he conducts security awareness training and ensures the best security practices are followed always. |
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| **Mobile Hacking Tools and Techniques**  GreyCampus brings forth yet another Webinar on one of the most trending topics of 2017, “Amazing Mobile Hacking Tools and Techniques”. We try and demonstrate the most popular attacks which can victimize even the best of the Computer Geeks. These attack techniques are not to be practised without any supervision.  GreyCampus gives you full access to the iLabs provided by EC-council to learn and practise various attacks as an Ethical Hacker. There are various modules and tools present in the iLabs which makes it a mandatory possession for every Ethical Hacking aspirant.  Below is the recorded version of the Webinar that was held on 15th of December 2017. ****TRANSCRIPT:**** Penetration testing is a first thing what I am going to discuss and then we'll go to introduction for mobile hacking then I'll give you some of the technique how the Android operating system works. And then will move to iOS architecture and then I will show you multiple hacking techniques and I am going to the demonstrate that thing over EC Council ilabs at the end I will take your query send feedback. Mobile phones are allowed under the “BYOD” policy, which stands for “Bring Your Own Devices”. This makes the vulnerable to leak their data and hackers are looking for such kinds of vulnerabilities or threats or mobile devices.  **Mobile Hacking can be divided into two categories:**   1. Hacking the Mobile Devices which the companies do. 2. Using the Mobile Devices for hacking.   Hackers use Mobile Devices to hack other systems. Because there are tools supported by mobiles and even EC-Council started their own Mobile Hacking devices called the “Storm”. Now, let me move to the introduction to Mobile Hacking. Mobile hacking is one of the new horizon for hackers. Where data decides per use. Now data is used by the Mobile Devices but where does the data reside? The data moves over network, data can be stored permanently over storage devices, Now the data has to be secure.  Now the hacking when it happens There are few common attacks that also happen over mobile devices. All computer systems are over any other smart platforms. Data exfiltration extracted from Data stream and email, screen capture, copy to the USB keys . Now, this all things come under data exfiltration. Where it may be a link to the organisational data . And your organisation will  lose their data  the matter will come under confidentiality, integrity, availability of losing the data. And company me lose everything out of it.  The next thing will be data tampering,  modification using another app Kind of trojans  or viruses worms  or rat programs. Now these things come under data tampering. Let me give you a small example  let us talk about the Trojan  suppose the Trojan has been wrapped with the  gaming program And people tend to play the games over mobile devices  now this may lead to some kind of internal operations On maybe Android or iOS device So you don't get to know that your device is sending multiple information like Videos of screenshots And these all things are moving over to the attackers phone over a small piece of code called Back door. There will be another kind of attack that you  where the data loss happens maybe loss of device. Your device has been changed to a break maybe on  probe access. This is kind of jailbreaking or rooting the device Or maybe there is the vulnerability over an application So this all things may lead to data loss. At the end of the day the  Malware is doing everything. Virus applications and mobile  modifications.  The moving to the next  slide we will see the architecture of the Android OS.It is a very popular operating system and it is an open source and a lot of applications are running on it This is supported by multiple vendors for multiple types of operations and applications He talked about business, banking and finance You can even talk about retail or you can talk about anything That is coming over this application it is also emerging with the new updates Like iot and all. ****ANDROID OS ARCHITECTURE**** Now I will look into the Android OS architecture there will be 4 different layers You will find the application layer, application framework Libraries and the Linux Kernel The application layer is where you are  referring into the look and feel of the device Like home, contacts, phone, phone numbers, All browsers, these all things come under the application layer Where user in is interacting with the device Below that you will find the application Framework where lot of frameworks are running like API Which take the request from the user and give it to the kernel Now it is responsible for running all kinds of drivers That means you are come cameras. your Flash Memory. your binders. Keypads. WiFi drivers. audio drivers , power management. These all things are going to run on top of it So  there is a layer call library layer Which is defined according to the application and not according to the mobile device It helps to run the application independently or isolated So if anything will happen to the Slayer the application will crash. Show that how the Android OS layer works. Now let's see how a hacker can enter into this layer structure Now imagine a scenario where we are running an application and the application has Manual settings And on this application there is a Trojan behind and it is sitting on the Linux Kernel And it is by passing your personal data like your camera or microphone Or something else which gives data to the attacker So that is where your device is going to be vulnerable and nowadays there is more than one vulnerabilities. Can talk about dos attacks sniffing over the networks or  phishing, You can talk about the web application attacks on the normal application attacks Over the network can be possible. | | | |